
Additional Proactive Disclosure 7: Guidelines for Indian Government 
website (GIGW) of February 2009 
 
 
The data centre certification stating our STQC audit by Ministry of Electronics and Information Technology (MeitY) is 
enclosed in this section. In addition to this, the website is hosted on Azure, for which, we have multiple security 
certificates appended. It is hereby being declared that EESL website is fully protected against cyber trespassing like 
hacking, viruses and spywares.  
 
 
EESL has also installed Web Application Firewall (WAF) services to protect the website.  
 
 
Given the nature of EESL website and Government of India mandate as applicable to EESL, considering that our website 
is static in nature and that no data is feed into it (not even login), it is appropriate to declare that we are sufficiently 
protected on the World Wide Web (WWW). In this regard, the MietY and Azure certifications issued to EESL are 
enclosed to establish the high level of our online threat protection. 
 
 
Please find the MietY certification enclosed below in this document. 
 
Important note: The Azure certification are heavy files, which are not produced under, but are attached in separate 
links in the same section of additional proactive disclosure 7. 
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